DETECTION OF COVERTLY EMBEDDED HARDWARE IN DIGITAL SYSTEMS
Hardware Tampering

- Software Attacks
  - Rootkits
  - Backdoors
  - Spyware
  - Key loggers
  - Viruses
  - List goes on and on…

- Hardware Attacks?
Main Idea

- Finite State Machine Model

Diagram:

- Circuit Inputs (I)
- Next State Logic (δ)
- State Memory (S)
- Output Logic (λ)
- Circuit Outputs (O)
Example - Stoplight
Example - Stoplight
Example - Stoplight
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One Hot State Encoding

Unused State Codes

<table>
<thead>
<tr>
<th>Code</th>
</tr>
</thead>
<tbody>
<tr>
<td>000</td>
</tr>
<tr>
<td>011</td>
</tr>
<tr>
<td>101</td>
</tr>
<tr>
<td>110</td>
</tr>
<tr>
<td>111</td>
</tr>
</tbody>
</table>
Reprogrammable Devices

- FPGA (Field Programmable Gate Arrays)
  - Speed optimization
  - Area constraints

- LUT (Look up tables)
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Questions/Comments
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